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ABOUT THIS CTF CHALLENGE 

This challenge was created by Magnet Forensics as part of their 2024 Virtual Summit.  

Information about the next summit is available at: 

• https://magnetvirtualsummit.com/   

• https://magnetvirtualsummit.com/capture-the-flag/ 

• https://www.magnetforensics.com/blog/2024-magnet-virtual-summit-ctf-winners-and-

another-chance-to-play/    

FORENSIC IMAGE SOURCE 

Download: https://drive.google.com/drive/folders/1zynwO2BaccA2EOTcRYhKV5CjKuWWU2l6  

OTHER ONLINE SOLUTIONS 

The following solutions can be found on the web: 

• https://m-brumbelow.github.io/posts/MVS2024CTF/ 

 

• https://dfir101.wordpress.com/2024/03/19/magnet-forensics-virtual-ctf-2024-android-

challenges/ 

 

• https://blog.kairostay.com/posts/magnet-virtual-summit-24/ 

  

• https://www.stark4n6.com/2024/03/magnet-virtual-summit-2024-ctf-android.html  

 

• https://bakerstreetforensics.com/2024/03/12/magnet-virtual-summit-2024-capture-the-

flag/  
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QUESTIONS ONLY - ANDROID 

1. Warm Up What Southern state’s sports team did Rocco search up? 

2. Can you Handle this What was Rocco’s Twitter account name? 

3. Need to reach those 
heights 

What is the SIM operator name? 

4. Not to be basic but... What is the default Internet Browser? 

5. Survival Mode 
Activated 

What conference did Rocco show interest in? 

6. Sign me up! What email is associated with the device? 

7. Not so popular How many messages were sent from Rocco in Twitter Direct 
Messages? 

8. No two cents about 
them 

According to exCHANGEs in discord with Chad, what did Chad 
want back from Rocco? 

9. You can never be too 
ready 

How many additional survival tips were provided in the $9 book 
Rocco was looking into? 

10. Tag your’re it! What city was the user in when they identified an AirTag on them 

11. A game of Cat and 
Mouse 

What game did two beloved cartoon characters promote in an Ad? 

12. Always achieving new 
heights 

What was the new score achieved on the video game Rocco 
watched on YouTube? 

13. LIVE your life What two sports did rocco capture in a photo (__ and ___) 
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14. Remember your 
floaties 

What fun outdoor activity location was searched for? 

15. R-E-J-E-C-T-E-D 
Rejected 

When was the last shutdown that was initiated by Rocco? (YYYY-
MM-DD HH:MM:SS) UTC 24 hour time. 

16. Out of Stock What is the most recent score in Subway Surfer 

17. So Salty! What is the handle of the person who is talking about how upset 
they are with  Rocco? 

18. Don’t let them see 
you down 

What was added using photoshop 

19. It’s the eye of the 
tiger 

When is Rocco’s Bday? (YYYY-MM-DD) 

20. Secrets Secrets are no 
Fun 

What did Rocco search in the App Store to download the app used 
to hide photos 

21. Stalker Alert Shortly after logging into Facebook with IP address 72.38.231.98, a 
photo was taken. Where was this photo taken? 

 

  



Magnet Virtual Summit 2024 CTF – Android - Google Pixel 3a XL Logical Image - Data.tar

 

 
5 | P a g e  

 

STARTING THIS CHALLENGE IN FORENSIC EXPLORER  

In the Evidence module: 

1. Select the New Case button. 

2. Enter investigator details (if required) and a case name. 

3. Click the Add Image button. 

4. Add the evidence file: Google Pixel 3a XL Logical Image - Data.tar 

5. In the Evidence Processor window use the default options. 

Figure 1: Evidence > Add Image > Android - Google Pixel 3a XL Logical Image - Data.tar 

 

PREPARATION: ARTIFACTS > PROCESS ALL 

The Forensic Explorer Artifacts module extracts common forensic artifacts from SQLite, Plist, TXT, 

XML and other files. To populate artifacts: 

1. Click the Artifacts module > Process All button. 

Figure 2: Artifacts > Process All 
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PREPARATION: GRAPHICS OCR 

Optical Character Recognition (OCR) extracts text content from graphics files so that it becomes 
available as text to be searched. 

To perform OCR: 

1. In the File System module > File List, right-click and select OCR graphics files… from the drop-

down menu: 

Figure 3: File System > File List > OCR graphics files 

 

2. In the OCR Files Options window, select the Searchable Items (all graphics). 

Figure 4: OCR Files Options 
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INDIVIDUALS OF INTEREST 

The following profiles have been created from information contained within the evidence files: 

Name: Rocco Sachs 

Phone: Android 

Profile: https://www.facebook.com/profile.php?id=61554919820462 

Facebook Registration: Saturday, December 16, 2023 at 11:29 AM UTC-05:00 

Facebook Email: roccotsachs@gmail.com 

Facebook Birthday: 29 Sep 1974 

Facebook Gender: Male 

Discord ID: 1185636389107273799 

Discord Username: oneclick5864_28820 

Twitter Username RoccoSachs96775 

Twitter User ID: 1719897971716685824 

 

Name: Chadwick Elms 

Phone: Apple iPhone 

Facebook Profile: https://www.facebook.com/profile.php?id=61555027042760 

Facebook Registration: December 22, 2023 

Facebook Email: chawickmr95@gmail.com 

Facebook Birthday:  

Facebook Gender:  

Discord ID: 1189069936618897431 

Discord Username: Chadwickgames 

Twitter Username GardenGamer95 

Twitter User ID: 725408643810654 
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Q1. WARM UP (5 POINTS) 

What Southern state's sports team did Rocco search up? (STATE ONLY)? 

Q1. ANSWER 

Louisiana (Louisiana Ragin Cajuns). 

Q1. FORENSIC EXPLORER METHODOLOGY 

The use of “Search up” in the question suggests web browsing. In the Artifacts module, a review of 

the Browsers > Google Query folder located search queries relating to a Louisiana football team. 

Figure 5: Artifacts > Browsers > @ Google Query 

 

The Origin Filename columns shows that these records come from Chrome History. 

Figure 6: Artifacts > Browsers > Chrome History 

 

The source path for Crome History data is: 

• \data\data\com.android.chrome\app_chrome\Default\History 
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Q2. PRESS X TO RESPAWN (5 POINTS) 

On what platform did Rocco share his Call of Duty Username? 

Q1. ANSWER 

Twitter. 

Q1. FORENSIC EXPLORER METHODOLOGY 

Artifacts > Search Artifact Results > Username returned hits from Twitter Direct Messages. 

 

Figure 7: Artifacts > Search Artifact Results > Username 

 

An Examination of Twitter Direct Messages shows user Rocco Sachs sending username OkClick5789. 

Figure 8: Artifacts >Twitter Direct Messages Android 

 

Twitter Direct Messages source data is located in the following files: 

• data\data\com.twitter.android\databases\1719897971716685824-66.db 

• data\user\0\com.twitter.android\databases\1719897971716685824-66.db  
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Q3. CAN YOU HANDLE THIS (5 POINTS) 

What was Rocco's Twitter account name? 

Q2. ANSWER 

 RoccoSachs96775. 

Q2. FORENSIC EXPLORER METHODOLOGY 

The accounts_de.db SQLite database securely stores data related to the accounts configured on the 

device, including, but not limited to, account types, names, and authentication tokens. A review of 

Artifacts > Mobile > Accounts DE Android shows the Twitter account name as RoccoSachs96775. 

Figure 9: Artifacts > Mobile > Accounts DE Android 

 

This information can also be viewed directly in the source file by examining accounts_de.db in the 

File System module: 

Figure 10: File System > File List > accounts_de.db > Display View 

 



Magnet Virtual Summit 2024 CTF – Android - Google Pixel 3a XL Logical Image - Data.tar

 

 
11 | P a g e  

 

Q4. NEED TO REACH THOSE HEIGHTS (5 POINTS) 

What is the SIM operator name? 

Q3. ANSWER 

Boost mobile. 

Q3. FORENSIC EXPLORER METHODOLOGY 

A review of Artifacts > Mobile > Device identifies the US sim card operator as Boost Mobile. 

Figure 11: Artifacts > Mobile > Device Info Android 

  

This information can also be viewed in the File System module by examining the source file 

• com.android.providers.telephony\databases\telephony.db 

Figure 12: File System > File List > telephony.db > Display View 

   



Magnet Virtual Summit 2024 CTF – Android - Google Pixel 3a XL Logical Image - Data.tar

 

 
12 | P a g e  

 

Q5. NOT TO BE BASIC BUT... (5 POINTS) 

What is the default Internet Browser? 

Q4. ANSWER 

Chrome. 

Q4. FORENSIC EXPLORER METHODOLOGY 

The roles.xml file on an Android phone is part of the system's framework that manages role-based 

permissions. It is located in the path: 

• data\misc_de\0\apexdata\com.android.permission\roles.xml 

An examination of Artifacts > Mobile > Roes XML Android shows the default browser to be chrome. 

Figure 13: Artifacts > Mobile > Roles XML Android 
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Q6. SURVIVAL MODE ACTIVATED (5 POINTS) 

What conference did Rocco show interest in? 

Q5. ANSWER 

Preppercon. 

Q5. FORENSIC EXPLORER METHODOLOGY 

A search of Artifacts > Browsers > Google Query located references to preppercon. 

Figure 14: Artifacts > Browsers > @ Google Query 

 

ChatGPT identifies that PrepperCon is a yearly conference relating to personal survival. 

Figure 15 
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Q7. SIGN ME UP! (5 POINTS) 

What email is associated with the device? 

Q6. ANSWER 

roccotsachs@gmail.com. 

Q6. FORENSIC EXPLORER METHODOLOGY 

A review of Artifacts > Chat Android Accounts identifies the email account as 

roccotsachs@gmail.com. 

Figure 16: Artifacts > Chat > Android Accounts 

 

This information can also be viewed in the File System module by examining the source file: 

• \data\com.android.providers.contacts\databases\contacts2.db 

Figure 17: File System > File List > contacts2.db > Display View 
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Q8. NOT SO POPULAR (5 POINTS) 

How many messages were sent from Rocco in Twitter Direct Messages? 

Q7. ANSWER 

8. 

Q7. FORENSIC EXPLORER METHODOLOGY 

Twitter Direct Messages are located in: 

• Artifacts > Social Media > Twitter Direct Message Android. 

• Filter by Sender Username, Rocco. 

• As data is sourced from two files, exclude the duplication to end with a result of 8. 

Figure 18: Artifacts > Social Media > Twitter Direct Messages Android 
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Q9. YOU CAN NEVER BE TOO READY (10 POINTS) 

How many additional survival tips were provided in the $9 book Rocco was looking into? 

Q8. ANSWER 

72. 

Q8. FORENSIC EXPLORER METHODOLOGY 

In phone investigations evidence is frequently located in the DCIM\Cameras folder. The default File 

System module folders filter for Android Camera quickly isolates user pictures. The file 

PXL_20231215_202654750.jpg was immediately identified as relevant. 

Figure 19 

 

In the Keyword Search module, a search for Survival Tips was also conducted. As a result of running 

Graphics OCR in the preparation phase described above, keyword hits for Survival Tips were located 

in OCR output files (identified by ~OCR_eng in the screenshot below): 
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Figure 20: Keyword Search module > “Survival Tips” 

 

Using the name of the OCR file of the keyword hit, a Filename column filter was used to find the 

parent graphic file: 

Figure 21: Filtering for the parent file of OCR output 
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Q10. TAG YOU'RE IT! (10 POINTS) 

What city was the user in when they identified an AirTag on them? 

Q9. ANSWER 

Windsor, Ontario, Canada (42.3083344, -82.9654505). 

Q9. FORENSIC EXPLORER METHODOLOGY 

AirTag tracking information is located in Artifacts > Location > AirTag Personal Safety Android. The 

latitude and longitude of the located AirTag is 42.3083344, -82.9654505. 

Figure 22: Artifacts > Locations > Air Tag Personal Safety Android 

  

This information can also be viewed in the File System module by examining the source file: 

• data\com.google.android.gms\cache\personalsafety_db 

However, in this case, the DeviceData table appears blank. This is because the data in the associated 

SQLite WAL (Write Ahead Logic) file has not yet been committed to the main database. 

Figure 23: File System > personalsafety_db > Display View 
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To view personalsafety_db in a third-party application: 

1. highlight the three files: 

a. personalsafety_db 

b. personalsafety_db-shm (Shared Memory) 

c. personalsafety_db-wal (Write Ahead Logic) 

2. Right click and select Export > Folders and Files:  

 

Then open the personalsafety_db with a tool like DB Browser for SQLite: 
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Q11. A GAME OF CAT AND MOUSE (10 POINTS) 

What game did two beloved characters promote in an Ad? 

Q10. ANSWER 

 Chase. 

Q10. FORENSIC EXPLORER METHODOLOGY 

“Cat and Mouse” and “beloved characters” could only mean Tom and Jerry. The “Ad” was likely to 

either be a video or a graphic. 

To view videos: 

1. In the File System module, branch plate [  ] the entire case. 

2. Switch to Video View and browse the files. 

Figure 24: File System > Video View > f034fda56f032783837c71b8a28635c0757e29c0 
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Figure 25: f034fda56f032783837c71b8a28635c0757e29c0 

 

The path to the source file is: 

• data\data\com.google.android.apps.tips\files\download\asset\f034fda56f032783837c71

b8a28635c0757e29c0 
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Q12. ALWAYS ACHIEVING NEW HEIGHTS (10 POINTS) 

What was the new score achieved on the video game Rocco watched on YouTube? 

Q11. ANSWER 

5187. 

Q11. FORENSIC EXPLORER METHODOLOGY 

One of the great benefits of Chat GPT is the ability to quickly write more complex regex statements. 

A statement was created to find both YouTube and video within the same text. 

Figure 26: Creating a RegEx statement in Chat GPT 
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This regex statement was used in Artifacts > Search Artifact Results to locate items of interest. 

 

Figure 27: Artifacts > Search Artifact Results 

 

The results show that Discord Chat Android and/or Twitter Tweets Android are the likely source of 

the answer. A filter of these items located the following relevant entry: 

 

The text related to a YouTube video: 

New Subway Surfers High Score! https://t.co/K3y9DUC1kC via @YouTube Go check out my 

first video!,https://t.co/K3y9DUC1kC,youtu.be/dGhnVOpOoxQ?si…,YouTube 
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Playing this video on YouTube identified the highest score as 5,187. 

Figure 28 
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Q13. REMEMBER YOUR FLOATIES (10 POINTS) 

What fun outdoor activity location was searched for? 

Q12. ANSWER 

Big Water Campground, Ontario 655, Timmins, ON. 

Q12. FORENSIC EXPLORER METHODOLOGY 

Google Maps Search show a recent search for "Big Water Campground, Ontario 655, Timmins, ON", 

which ties in with “Floaties”. 

Figure 29: Artifacts > Google Searches Android 

 

A keyword identifies multiple other files referencing this address:  

Figure 30: Keyword Search > Big Water Campground 
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Q14. R-E-J-E-C-T-E-D REJECTED (10 POINTS) 

When was the last shutdown that was initiated by Rocco? (YYYY-MM-DD HH:MM:SS) UTC 24 hour 

time.? 

Q13. ANSWER 

2023-12-28 18:47:29.403 GMT-05:00 = 2023-12-28 23:47:29 

Q13. FORENSIC EXPLORER METHODOLOGY 

Shutdown Checkpoints are located at: 

\data\system\shutdown-checkpoints\checkpoints-1703807249418 

Figure 31: Artifacts > Shutdown Checkpoints Android 

 

The relevant checkpoint is: 

Shutdown request from BINDER for reason userrequested at 2023-12-28 18:47:29.403 GMT-

05:00 (epoch=1703807249403). 
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Q15. NO TWO CENTS ABOUT THEM (10 POINTS) 

According to exCHANGEs in discord with Chad, what did Chad want back from Rocco? 

Q14. ANSWER 

Money. 

Q14. FORENSIC EXPLORER METHODOLOGY 

A column filter in Artifacts module > Chat > Discord Chat Android was used to locate the following 

message: 

Figure 32: Artifacts module > Chat > Discord Chat Android 

 

The Discord source file is an SQLite database. The message content is contained in a Binary Large 

Object, which can be exported and examined in a SQLite application such as DB Browser.  

Figure 33: Discord Chat source data 
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Q16. LIVE YOUR LIFE (25 POINTS) 

What two sports did rocco capture in a photo (__ and __)? 

Q15. ANSWER 

Golfers and skiers. 

Q15. FORENSIC EXPLORER METHODOLOGY 

Clearly this question relates to photo that are likely to be taken by the Android phone. A fast way to 

examine photos is to: 

1. In the File System module, branch plate [  ] the entire case. 

2. Use the File System > Android > folders filters: 

 

A filter for Android Camera and a manual review of the camera photos in File System > Gallery View 

did not locate any obvious photos containing sports. 

A filter for Android Moving Pictures did identify the following picture of potential value as it appears 

to contain text in the embedded video.  
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Figure 34: File System > Folders Filter > Android Moving Photos 

 

The text in the picture is not clear in the Display View, so additional steps were required to extract 

the video segment and examine it in more detail: 

1. In the File System module > Folder Tree > right-click and Clear All Checks. 

2. Check the file PXL_20231220_234032213.MP.jpg. 

3. Click on the File System > Toolbar > File Carve button. 

a. Carve Checked items (1 items 12.1 MB). 

b. Change the Search Mode to Byte (slow). 

c. Checkbox Video. 

4. Click OK to launch the carve. Note that the carve process may take up to 30 seconds to 

finish. 
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Figure 35: File System > File Carve (byte level) a checked item for embedded video 

 

The result of the carve will appear in the File System module tree in the File Carve folder. Click on 

the carved .mov file to view the video in the Display View. If the Display View is not clear, right click 

on the file and open it in a external video program like VLC. The relevant text is located at the start 

of the video, as shown below: 



Magnet Virtual Summit 2024 CTF – Android - Google Pixel 3a XL Logical Image - Data.tar

 

 
31 | P a g e  

 

Figure 36: File System > File Carve results folder 
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Q17. OUT OF STOCK (25 POINTS) 

What is the most recent score in Subway Surfer? 

Q16. ANSWER 

1899. 

Q16. FORENSIC EXPLORER METHODOLOGY 

Method 1: 

In the Artifacts module: 

1. Select Mobile > Application Usage Android. 

2. Filter the Package Name column for subwaysurf. 

3. Double-click on the Timestamp column heading to sort by date. 

4. Activity on subway surfer last stopped on 28-Dec-2023 at 10:49:19pm.  

Figure 37: Artifacts > Mobile > Application Usage Android 

 

In the File System module: 

1. Branch plate [  ] the entire case. 

2. Double-click on the Modified column header to sort by Modified. 

3. Apply a column filter for 28-Dec-2023 10:4. 
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Figure 38: File System > Filter by Modified date 

 

Switching to Gallery View, two Subway Surfer snapshots dated 28-Dec-2023 at 10:49 were located: 

• \data\system_ce\0\snapshots\256.jpg 

• \data\system_ce\0\snapshots\256_reduced.jpg 

Figure 39: \data\system_ce\0\snapshots\256.jpg 
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Method 2: 

Recent activity is commonly tracked on stock Android phones at path: 

• \data\system_ce\0\recent_tasks 

Decoding of these binary XML file currently underway. Check back soon. 

Figure 40: File System > recent_taks 

 

  



Magnet Virtual Summit 2024 CTF – Android - Google Pixel 3a XL Logical Image - Data.tar

 

 
35 | P a g e  

 

Q18. SO SALTY! (25 POINTS) 

What is the handle of the person who is talking about how upset they are with Rocco? 

Q17. ANSWER 

@larissajenna9. 

Q17. FORENSIC EXPLORER METHODOLOGY 

In the Artifacts module Search Artifact Results for Salty to identify Twitter Tweets Android as the 

potential source. 

 

Figure 41: Artifacts > Search Artifacts Results > “Salty” 

 

In the Artifacts module, run a column filter on Twitter Tweets Android Content column for Salty. 

Figure 42: Artifacts > Twitter Tweets Android 

 

The Author ID column lists the author as 1739363969809227776. There are multiple online sites 

online, such as https://commentpicker.com/twitter-id.php. that resolve a Twitter ID. This shows the 

handle to be @larissajenna9. 

https://commentpicker.com/twitter-id.php
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Figure 43: https://commentpicker.com/twitter-id.php 

 

A Keyword Search for Salty Mood located a number of OCR hits: 

Figure 44: Keyword Search for “Salty Mood” 

 

Which identify the png source file in the Twitter cache folder: 

Figure 45: data\user\0\com.twitter.android\cache\screenshot3245726116852701563.png 
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Q19. SECRETS SECRETS ARE NO FUN (25 POINTS) 

What did Rocco search in the App Store to download the app used to hide photos? 

Q18. ANSWER 

Calculator vault. 

Q18. FORENSIC EXPLORER METHODOLOGY 

Artifacts > Mobile > Installed Applications Android shows that Calculator Lock is installed. 

Figure 46: Artifacts > Mobile > Installed Applications Android 

 

Artifacts > Mobile > Google Play Search Android shows the search term used was calculator vault. 

Figure 47: Artifacts > Mobile > Google Play Search Android 
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Q20. DON'T LET THEM SEE YOU DOWN (25 POINTS) 

What was added using photoshop? 

Q19. ANSWER 

Good Job! Success. 

Q19. FORENSIC EXPLORER METHODOLOGY 

Attempt 1: 

My first instinct in this question was to see which files have been edited with Photoshop by 

extracting metadata and looking at the Exif 305: Software value for Photoshop. 

Figure 48: File System > Extract Metadata 

 

This methodology did indeed locate pictures that appear to have been manipulated, as shown 

below: 

Figure 49: File System > filter by Exif 305: Software > photoshop 
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Whilst the above file may be a technically correct answer to this question, as it is an Android phone, 

it seemed rather improbable that the edit would involve using the full Photoshop software.  

Attempt 2: 

In the File System module: 

4. Branch plate [  ] the entire case. 

5. Apply a Filename column filter for photoshop. 

This identifies a Photoshop Express folder in the path: Google Pixel 3a XL Logical Image - 

Data.tar\data\media\0\Pictures\. 

Figure 50: 

 

3. Branch plate [  ] jus the Photoshop Express folder and it appears to contain pictures that 

have been manipulated. 

Figure 51: File System > Photoshop Express folder > Gallery View 
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To locate the source file, in the File System module a Hash Files was run to give each graphic a 

Differential Hash: 

Figure 52: File System > Hash Files > Differential Hash 

 

By using the files in the Photoshop Express folder, and running a Match Visually Similar Graphics 

(Differential Hash) the source file was identified as Screenshot_20231226-154230.png 

Figure 53: File System > Hash Match > Match Visually Similar Graphics (Differential Hash) 

 

From File System module > Tools > Add 3rd Party Tools, Beyond Compare was selected to compare 

the source file against the edit file. 



Magnet Virtual Summit 2024 CTF – Android - Google Pixel 3a XL Logical Image - Data.tar

 

 
41 | P a g e  

 

Figure 54: 3rd Party Tools > Beyond Compare 

 

Beyond Compare identifies the edits to be Good Job and Success. 

Figure 55: Beyond Compare 
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Q21. IT'S THE EYE OF THE TIGER (25 POINTS) 

When is Rocco's Bday? (YYYY-MM-DD)? 

Q20. ANSWER 

1974-09-29. 

Q20. FORENSIC EXPLORER METHODOLOGY 

This information is provided in the Facebook source file: facebook-61554919820462-2024-01-06-

49fzodcA.zip, under the section 

personal_information\profile_information\profile_information.html. 

Figure 56: facebook-61554919820462-2024-01-06-49fzodcA.zip 
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Q22. STALKER ALERT (50 POINTS) 

Shortly after logging into Facebook with IP address 73.38.231.98, a photo was taken. Where was 

this photo taken? 

Q21. ANSWER 

Devonshire Mall, 3100 Howard Ave, Windsor, Ontario, Canada. 

Q21. FORENSIC EXPLORER METHODOLOGY 

Searching for hits on the I.P. address 73.38.231.98 returned no results. A double-check of the CTF 

question confirmed the I.P. address provided: 

Figure 57: Magnet CTF Question > Android > Stalker Alert 

 

A search of the source file facebook-61554919820462-2024-01-06-49fzodcA.zip identified that the 

actual I.P. address as 72.38.231.98. 
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Figure 58: Facebook source file facebook-61554919820462-2024-01-06-49fzodcA.zip > IP address activity 

 

Once the date of Dec 27, 2023 11:16:01am was determined, a sort of graphics files in the File System 

module by Modified date identified the picture PXL_20231227_163049844.jpg. 

Figure 59: File System (sorted by Modified) > PXL_20231227_163049844.jpg 
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Using Extract Metadata information already populated in the metadata columns (or located in the 

Metadata Tab) for GPS Lat. (calc) and GPS Long. (calc), the location was entered into Google Maps: 

https://www.google.com/maps/place/42%C2%B016'28.6%22N+83%C2%B000'09.4%22W/@42.2745

476,-83.0028256,51m/data=!3m1!1e3!4m4!3m3!8m2!3d42.2746!4d-83.0026?entry=ttu  

Figure 60: Google Maps, Latitude 42.2746, Longitude -83.0026 
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